
To configure Veeam Backup for AWS, please follow the outlined process below:

1. **Create an IAM Role in AWS**

Begin by creating an IAM role in AWS with the necessary permissions to establish an account in
Veeam

Provide the role name and relevant details in the accounts segment of Veeam, then proceed to
the next step



Next, specify the role settings for the account and continue

2. **Configure the Repository for Veeam**

Specify the repository name and description, then select next.



Provide the IAM user and bucket details in this section

Additionally, define the storage class and immutability settings for the repository



You can also choose to enable encryption for the repository

Review the summary and select "Finish" to complete the repository setup.



3. **Create a Worker for Veeam Tasks**

Create a worker for Veeam to execute tasks, Since the worker is region-specific, begin by
selecting the appropriate region and availability zone, then proceed

For network configuration, provide the VPC, subnet, and security group, and continue



After verifying the configuration in the summary, select "Finish" to finalize the update.

4. **Configure Backup and Snapshot Policy**

After setting up the Account, Repository, and Agent, configure the policy for taking snapshots
and backups. Start by defining the policy name and description.



Then provide the IAM account details:

Since this is a region-specific service, please select the appropriate region



Identify the resources within that region for the operation; you may choose to include all
resources or only protected ones

We can also exclude certain resources if desired:



Specify the snapshot frequency and retention period:

Specify the backup frequency and retention period:



This section will present an estimated cost for the resources:

Additionally, configure the retry policy for failed backups and set up a notification channel for
alerts.



Finally, review the configuration summary and select "Finish" to create the backup policy.

Upon successful creation, the policy will be available for review in the overview section.


